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Leon County Schools: Guidelines for Telecommunications Use

1. Activities must support education and school operations con:
of the Leon County School District.

tent with the educational goals and poli

The use of the Intemet and automated systems (mainframe, network, or workstation-based) is not a right, but a privilege,
and inappropriate use will result in cancellation of that privilege. School administrators will decide what is inappropriate
use based upon guidelines, standards, policies and prudent judgment

Please refer to School Board Policy 7540.03 ~ Student Network Intemet Use and Safety.

User accounts shall be assigned or closed at the direction of the site or program administrator. ltis the site administrators'
responsibilty to have a signed access use form on file for all users at that site prior to access authorization. Parents are
responsible for contacting their child’s school regarding updates or changes to the permissions indicated on the original
Internet/Access Use Form.

2. The person in whose name an account is issued is responsible for its proper use.

Unacceptable uses of the network include:

- violating student or staff rights to privacy:

- using profane, obscene or offensive language, graphics or other forms of communication

= use of school system technology resources in support of private or personal businesses; (business partners or
interagency agreement agencies may be an exception)

= misuse or sharing of passwords

= sharing or using personally identifiable information or individually owned or copyrighted material (this includes
pictures, artwork, & products) without the author's (or parentl guardian's) prior consent;

3. Persons using Leon County Schools Interet or automated systems connections must be properly
authorized.

The signed Intemet Use/Access Permission form is to be completed when the student registers or re-registers when
transferring back to the district. The signed forms must be maintained on file at the school or department site where the
form was first completed. The permissions indicated are to be entered into the student information system (Genesis:
Demographics/Permissions tab) and are maintained s part of the student's official school record. Parents are
responsible for contacting their child’s school regarding updates or changes. Any change in permissions must
be made in writing using an updated, signed Internet/Access Use Form. The school is responsible for updating the
student electronic record and maintaining the updated Intemet Use/Permission form on file at the school site.

4. Any breach in security where confidential records may have been accessed or secure information altered is a
very serious problem and must be reported to the school or department administrator, to Technology &
Information Services Security Manager and the site Tech Specialist immediately.

This is necessary to secure systems which may be at risk, and to track access records to resolve any access or data
change problem. The site or program administrator will be notified of suspected access or distribution violations. It will be
the responsibilty of the respective administrator to follow up in investigating such reports and taking appropriate action,
which may include criminal ltigation.

5. Use of another individual's account (password) is a security violation. Attempts to log on as another user will
result in cancellation of privileges and notification of the responsible ad ators.

Any user identified as a securityrisk or having a history of problems with other computer systems may be denied access
toall or part of the network




